Abstract: Reference monitors typically enforce security policies by intercepting operation invocations - the policy to be enforced is decomposed into operation-specific checks. This lecture discusses a data-centric alternative. Here, labels are attached to data, and each label gives a policy that describes how the associated value may be used. A new class of reactive information flow (RIF) labels is needed to fully support this view. We discuss the design of these RIF labels, give examples of their use, describe a suitable information flow policy, and describe a static enforcement scheme. Joint work with Elisavet Kozyri.
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